Privacy Policy

Last updated on Jun&' &f 2018.

We would like to inform our Partners that in acamde with theGeneral Data Protection
Regulation(GDPR, Regulation) adopted by the European Unadmch is binding from 25 May

2018, changes take effect to further protect thesqmal data of individuals who come into
contcat with our company.

The Company performs the following data processihg@xternal parties, the most important
features of which are provided in this document.

The privacy policy also contains information on thghts of data subjects.

Data Controller:

ATI DEPO Zrt is authorised to manage, store andgss the data.

Company name::ATI Depo Kdzraktarozasi Zartkeir Milkods Részvénytarsasag
Registered office: 1136 Budapest Panndnia street 11

Contact person: Boncz6 Agnes

E-mail addressadatvedelem@atidepo.hu

Court registration number: 01-10-043078

Tax Number: 11197755-2-41

Data management with the consent of the data subject

Prior to the application of the Regulation, a digant part of the data processing was based on
the consent of the data subject, voluntary dataigian, which will be applied by the Company
by a decreasing importance in the future, as tha peocessing has a different legal basis in
many cases.

In the case of consent-based data processingathesdbject's consent to the processing of his or
her personal data must be requested in advance.

Consent shall also be deemed to be the consertieoflata subject, when the data subject
indicates this by checking an applicable box atving the Company's website, or the data
subject makes technical settings when using infoomasociety services, or the data subject
makes any other statement or action, which cleeudlycates his/her consent to the planned
personal data processing in a given context..

The consent shall cover all data processing asvitarried out for the same purpose or
purposes. If the data management serves sevepadgas at the same time, the consent must be
given for all data management purposes
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If the data subject consents in a form of a wrig&atement relating to other matters as well - for
example the conclusion of a sales or service contrthe request for consent must be made in a
way that is clearly distinguishable from those othwtters, in a comprehensible and easily
accessible manner with clear and simple languagg. part of such a statement containing the
data subject's consent which infringes the Reguiahall not be binding.

The Company may not set as a condition of thelasian or performance of a contract to give
consent to the processing of personal data, thaibi necessary for the performance of the
contract.

Withdrawal of a consent should be allowed on a lanyi simple way as the giving of the
consent.

Child data may only be processed by the Comparty tlvé consent of a parent or guardian.

If the personal data was collected with the consérihe data subject, the data manager may,
unless otherwise provided by law, process the ci@tedata for the purpose of fulfilling the legal
obligation without further consent and after théharawal of the data subject's consent.

The Company makes its privacy policy availablehm data subjects on its website. The purpose
of the privacy policy is to inform data subjectsarpublicly available form clearly and in detail
before and during the processing of all facts mafato the processing of their data. In particular
about the purpose and legal basis of the procesHiagperson entitled to control and process
data, the duration of the processing and aboutaittaf the personal data of the data subject are
processed by the data controller in accordance Wifibtv. 8 6 (5) and about who can get
acquainted with the data. The privacy policy shoalsb cover the data subject's rights and
remedies. This privacy policy must be made avaslddy marking a separate link for each of the
most important data management steps (for exaniplehe case of a registration before
registration, during the registration process,)etData subjects should be informed of the
availability of this policy.

Data processing necessary for compliance with al legligation is independent of the data

subject's consent, as the data processing is defipdaw or by an authority. The data subject

shall be informed before the start of the data ¢gsimg that the data processing is obligatory and
shall be clearly and in detail informed of all fagelated to the processing, in particular the
purpose and legal basis of the data processingydis®on entitled to control and process data, the
duration of the processing, whether the persont dathe data subject are processed by the
data controller on the basis of the legal obligatapplicable to him or her, and who can get
acquainted with the data. The information shoulgoatover the data subject's rights and
remedies. In the case of mandatory data procesfiagnformation may also be provided by

publishing a reference to the legal provisions awrhg the above information.
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Processing of data of employees applying for hiring, applications, CVs

Therange of personal datathat can be processed: the natural person's name, date of birth,
place, mother's name, address, qualification data, payment-related data, photo, telephone
number, e-mail address, employer's record of the applicant (if any).

The purpose of the processing of personal data: application, assessment of the application,
conclusion of an employment contract with the delgégerson. The person concerned must be
informed if the employer has not chosen him/hettlierjob.

Legal basisfor data processing: consent of the data subject.

Recipients and categories of recipients of personal data: the head of the Company entitled to
exercise employer's rights, the head of the pdatidield, employees performing labor duties, a
law firm in connection with legal representatiordathe implementation of legal matters, the
ERP system support service provider, in conneatiibh the internal and external support of IT
operations tasks, the IT service provider, theisemprovider responsible for security.

Duration of storage of personal data: Until the application is considered. The persorahf
non-selected candidates must be deleted at thet kEfter 6 months. The data of the person who
withdrew his/her application must also be deleted.

The employer may retain applications only with theress, explicit and voluntary consent of
the data subject, provided that their retentionésessary to achieve the purpose of data
processing in accordance with the law. This consargt be requested from applicants once the
recruitment procedure has been completed.

Workplace, on-site entry and exit data processing
In case of operation of an access control systeioi;mation on the identity of the data controller
and the manner of data processing shall be placed.

At each site, personal and vehicle access and gdlysecurity services are provided by external
service providers. As part of this, vehicles mayrspected at the point of entry.

Therange of personal data that can be processed: the name and address of the natural person,
the registration number of the car, the time ofyeahd exit.

The legal basis of data processing: enforcing the legitimate interests of the emploged
fulfilling the contractual obligation.

The purpose of the processing of personal data: protection of property and assets,
performance of the contract, control of the futfi#nt of employee obligations

Recipients and categories of recipients of personal data: the head of the Company entitled to

exercise employer's rights, the head of the pdationorkplace or site manager, the employees
of the security service provider, a law firm in ocection with legal representation and the
implementation of legal matters, the auditor, immection with the site entry /exit the service

provider responsible for security, in connectiorthwihe internal and external support of IT

operations tasks, the IT service provider, theisemprovider responsible for security.
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Data processing related to camera surveillance

Purpose of data processing: The Company uses an electronic surveillance sysernts
registered office, countyside officies/sites andnpises open to the reception of customers for
the protection of human life, physical integritygrponal freedom, trade secrets and property
(assest) protection, which uses image, sound ogenaad sound recording. also allows, on the
basis of this, the behavior of the data subjecticviis recorded by the camera, can also be
considered as personal data.

The legal basis of data processing: the enforcement of the legitimate interests ofeh®loyer
and the consent of the data subject (visitors,tglies

Before entering the camera recording zone, the sidipect's attention must be drawn to the fact
of the recording (primary information) using a clgavisible pictogram. A warning sign,
information on the fact of the use of the electcosurveillance system in a given area shall be
placed in a clearly visible place, in a clearlyildg manner that facilitates the information of
third parties wishing to enter the area (detailettt®n information). This information shall
include the fact of the surveillance is carried byt the electronic security system and the
purpose of making and storing the image and soaodrding - containing personal data - , the
legal basis of data processing, the place of ségrtge duration of storage, identification of the
system operator (operator), on the identificatafnpersons having access to the personal
information, as well as the provisions concernihg tights of the data subjects and the
procedure for their enforcement.

Scope of data processed: camera images and moving image recordings of altee suibjects, the
movements of the data subject, and for some cameedetailed face and body image of the data
subject.

Images and audio recordings of third parties (custs, visitors, guests) entering the monitored
area can be taken and processed with their conSemisent may also be given by implied
conduct. Indicative behavior, in particular, if theatural person acknowliding any sign,
information on the use of camera surveillance systenters to the particular area.

Duration of personal data storage: the recorded recordings can be stored for a maximi3
(three) working days if they are not used. Useeiingéd as the use of recorded video, sound or
image and sound recordings and other personal attavidence in court or other official
proceedings.

A person whose right or legitimate interest is etféel by the recording of image, sound or image
and sound recording data may, within three worklags from the recording of the image, sound
and image and sound recording, request — certiflyiafiper right or legitimate interest-, that the

data must not be destroyed or deleted by its operat

An electronic monitoring system may not be usegremises where surveillance may infringe
human dignity, in particular in changing rooms, whos, toilets or, for example, in a medical
premise or its waiting room, or in premises setl@$or workers' breaks.

If no one is legally present in the workplace, esgey outside working hours or on public
holidays, the entire workplace (such as changiogg) toilets, breaks) can be observed..

Recipients and categories of recipients of personal data: In addition to those authorized by
law, the operators, the head and deputy emplayeittze workplace manager of the monitored
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area are entitled to view the data recorded bglkbetronic surveillance system in order to detect
violations and control the operation of the systean]Jaw firm in connection with legal
representation and the implementation of legal ensittthe auditor, in connection with the
viewing of the camera images the service providgponsible for security, in connection with
the internal and external support of IT operatitesks, the IT service provider, the service
provider responsible for security.

CONTRACT - RELATED DATA PROCESSES

Management of data of contracting partners - registration of customers,

suppliers, other partners and contacts

Legal basisfor data processing: Data processing is necessary for the performahaecontract

in which the data subject is required by one ofphdies or to take steps at the request of the
data subject prior to the conclusion of the cont(acticle 6 (1) (b) of the Regulation). or for
enforcing the the legitimate interests of the comyp@Article 6 (1) (f) of the Regulation )and
compliance with a legal obligation.

The Company manages the name, birth name, datertbf mother's name, address, tax
identification number, tax number, sole enterpremgoimary private agriculture producer 1D
number, EORI and VPID number, ID card number, asklard number, registered office/site
address, telephone number, fax number, e-mail agdveebsite address, bank account number,
customer number (eg client number, order numbécgnse plate number, online ID and the
declaration on infectious disease of the privagespns entering the Baja site (as part of the
documentation re GMP+ B3 (2007) standard) of thieeirah person contracted as a partner, a
natural person related to a legal or non-legalgrers organization, or a witness signing certain
documents the namior the purpose of concluding, fulfilling, terminating the contriaand
providing a contractual discount.

Typical cases of this type of data processing: mmanaver a business card, conducting a
business negotiation, requesting a business dtdrmitting a business offer, requesting and
sending contract or order (hereinafter: contracjad performing a contract, proving the
fulfillment of a contract, entering the Baja site.

Such data processing is also lawful if the datagseing is necessary to take steps at the request
of the data subject prior to the conclusion ofdbatract.

Recipients and categories of recipients of personal data: employees of the Company
performing customer service tasks, security serprogider, employees and service provider of
the company performing accounting, auditing andtiax tasks, a law firm in connection with
legal representation and the implementation ofllegatters, the ERP system support service
provider, the auditor, in connection with the med and external support of IT operations tasks,
the IT service provider, the service provider resole for security, the authorities requesting /
receiving documents including personal data, ardaNP auditor.
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Duration of storage of personal data: the scope of the data stored must be reviewedthy &
September, each year subsequent to the start cégmiong, and the relevant data are deleted after
8 years, or 5 years in the case of a GMP declara@herwise, the period of time specified in
the data processing legislation or the periodragtfor which the processing of data is necessary
for the enforcement of a legitimate interest.

The data subject must be informed informally betbeestart of the data processing that the data
processing is based on the performance of the axntihe relevant part of the contrcat can be
used as an evidence for this information provision

Details of natural person representatives of legal entity clients, customers, suppliers or

other partners
The range of personal data that can be processed: the name, address, telephone number, e-
mail address and online 1D of the natural person.

Purpose and legal basis of the processing of personal data: fulfilment of the contract
concluded with the Company's legal entity partbagsiness relations, with the voluntary consent
of the representative person

Recipients and categories of recipients of personal data: employees and service provider of
the Company performing customer service tasks, va fiam in connection with legal
representation and the implementation of legal engitthe ERP system support service provider,
the auditor, in connection with the internal axteenal support of IT operations tasks, the IT
service provider, the service provider respondiiatesecurity.

Duration of storage of personal data: regarding the business relations and the consactiata
subjects the period of time specified in the datacgssing legislation or the period of time for
which the processing of data is necessary for tii@reement of a legitimate interest.

This statement must be communicated by the emplogie¢ed to the client, supplier to the
person concerned. The statement shall be kephéoduration of the processing.

Data processing regarding visitors on the Company's website - Information on the use of

cookies

The Company's websites serve to inform partnersvaitrs and contain a suitable function for
initiating contact. In this case, the visitor caeihe Contact or Request for Quotation subpages
and submit a request to customer service by ewgténiir details voluntarily.

Websites use cookies in order to facilitate the ofk¢he internet service and make it more
convenient to use the website. Cookies are shtatfdas that are placed on the user's computer
by the website you are visiting. There are manyetias, but they can generally be classified
into two major groups. One is a temporary cookad #hwebsite places on a user’'s device only
during a particular session, and the other type persistent cookie (e.g., a website’s language
setting) that remains on the computer until the dedetes it. According to the guidelines of the
European Commission, cookies (unless they are atie$plnecessary for the use of the given
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service) may only be placed on the user's devitk thie user's permission. Information about
this and asking for the user's consent is provitled message at the bottom of the website.

In the case of cookies that do not require the'sisensent, information must be provided during
the first visit to the website. It is not necesséoy the full text of the cookie information to
appear on the website, it is sufficient for the sigboperators to briefly summarize the essence
of the information and to indicate the availabilitfthe full information via a link.

In the case of cookies requiring consent, the médron may also be related to the first visit to
the website in the event that the data processagcaated with the use of cookies begins with a
visit to the website. If the use of a cookie isatet to the use of a function specifically requeeste
by the user, the information may also be displagezbnnection with the use of this function. In
this case, it is not necessary for the full texth&f cookie information to appear on the website, a
short summary of the essence of the information ameference to the availability of the full
information leaflet will suffice.

The visitor must be informed about the use of ceskin the website in the privacy policy. With

this information, the Company ensures that thetasistan find out the purposes of the data
processing by the Compnay, the types of the dateegsed, including the handling of data that
cannot be directly linked to the user, anyitme befand during the use of the information

society-related services of the website.

The purpose of the personal data processing functions of the website is to facilitate the
operation of the website and to facilitate contact.

Legal basis for data processing: performance of the contract and voluntary conse#nthe
visitor

Scope of data processed: The given name, email address, telephone numbeérthe following
cookie types: tracking cookie.

Duration of storage of personal data: the scope of the data provided must be reviewethé
30th of September, each year, subsequent to thecdté&reatment and deleted after 8 years.
Static cookies can be cleared by the user by cdgdhe browser cache, and session cookies are
cleared when the browser window is closed

Recipients and categories of recipients of personal data: employees of the Company

performing customer service tasks, service provigfethe company performing accounting,

auditing and taxation tasks, law firm in connectianith legal representation and the

implementation of legal matters, the auditor, ammection with the internal and external support
of IT operations tasks, the IT service providerbgite hosting provider, the service provider
responsible for security. Web page service taskparformed by Wix.com Ltd.
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DATA PROCESSING RE LEGAL OBLIGATIONS

Data processing, necessary for compliance with tax-, accounting and other legal or
regulatory purposes

The Company manages the data as defined in théateguof natural persons who enter into
business relations with it as a parthar the purpose of fulfilling a legal obligation, to fulfill
statutory tax, accounting and other legal or adfi@bligations (accounting, taxation, provision
of data). The data managed are in particular asgeions 8§ 169 and 8 202 of Act of CXXVII.
2017 on value added tax: : tax number, name, asldi@s status, as per 8 167 of Act C. 2000 on
Accounting: name, address, indication of the persprorganization ordering the economic
transaction, the signature of the person approtriagransaction, depending on the organization,
the signature of controller, on the documentsteélsand cash movements, the signature of the
recipient, on the counter-receipts the signaturthefpayer, as per the personal income tax Act
CXVII. 1995.: business card ID, number of primampgucer card, sole enterprenaour/primary
private agriculture producer ID, tax identificatioumber.

The period of storage of personal data: is 8 years after the termination of the legal
relationship giving rise to the legal basis.

Recipients and categories of recipients of personal data: the Company's employees and
service providers performing tax, accounting, angdjtpayroll, social security and data provision
tasks, law firm in connection with legal represéintaand implementation of legal matters, ERP
system support service provider, auditors, in cohae with the internal and external support of
IT operation tasks, the IT service provider, thevise provider responsible for security, the data
requesting authority.

Data management for the purpose of meeting anti - money laundering obligations

In order to fulfill itslegal obligation, the Company manages personal data defined inLAEt
2017 on the Prevention and Suppression of Moneyndeng and Terrorist Financing for the
purpose of fulfilling and preventing money launderiand terrorist financing (Pmt.) and Act
CXCVI of 2011 Act on national property., such asirname and first name of a natural person,
surname and first name of birth, nationality, plateirth, time, mother's birth name, address,
failing which place of residence, type and numtadentification document; the number of the
official identity card certifying the address, gogoof the presented documents. (§ 7 (8.)) of its
clients, their representatives and the beneficialars.

Recipients and categories of recipients of personal data: the Company's employees and
service providers performing customer service-eeldasks, the head of the Company's and the
designated person of the Company's as per Pmtprtject manager, in connection with the
internal and external support of IT operation taske IT service provider, the service provider
responsible for security.

The period of storage of personal data is 8 years from the termination of the business
relationship or the execution of the transactiateor (Section 56 (2) of the Pmt.)
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Information on the rights of the data subjects

Right to advance information

The data subject has the right to be informed ef fitts and information related to the data
processing before the data processing starts.

Information to be provided if personal data ardemtéd from the data subject

If personal data concerning the data subject alleated from the data subject, the controller
shall provide the data subject with all of the daling information at the time the personal data
are obtained:

the identity and contact details of the contradled, if any, the controller's representative;
the contact details of the Data Protection Offideany;

the purpose of the planned processing of persoat dnd the legal basis for the
processing;

in the case of data processing based on Article @) of the Regulation (enforcement of

a legitimate interest), the legitimate interestthef controller or of a third party;

where applicable, the recipients of the persont& dathe categories of recipients, if any;

where applicable, the fact that the controller nadte to transfer personal data to a third
country or an international organization, and tkistence or absence of a Commission
decision on adequacy, or in the case of data trssgmm as per Articles 46, 47 or second
subsection of 49 (1) of the Regulation, the indaratof the appropriate and suitable

guarantees and a reference to the means of olgainiobtaining a copy thereof.

In addition to the information referred to aboves tontroller shall provide the data subject with
the following additional information at the timeetpbersonal data are obtained, in order to ensure
fair and transparent data processing:

the duration of the storage of personal data othig is not possible, the criteria for
determining this period,;

the data subject's right to request the contratleaccess, rectify, delete or restrict the
processing of personal data concerning him or hera object to the processing of such
personal data and the data subject's right toptatability;

the right to withdraw the consent at any time ie tase of data processing based on
Article 6 (1) (a) (consent of the data subject)Aaticle 9 (2) (a) (consent of the data
subject) of the Regulation, which does not affée kwfulness of the data processing
carried out on the basis of the consent prior éowtithdrawal;

the right to submit a complaint with the superwsauthority;

whether the provision of personal data is based taw or a contractual obligation or a
precondition for concluding a contract, whether tta#a subject is obliged to provide
personal data and the possible consequences afiaciosure;

the fact of the automated decision-making refetedh Article 22 (1) and (4) of the
Regulation (if its is performed), including profig, and, at least in these cases,
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comprehensible information on the logic used anel g$ignificance of the expected
consequences of these to the data subject

If the controller intends to carry out further pessing of personal data for a purpose other than
that for which they were collected, it shall infothe data subject of that different purpose and of
any relevant additional information referred t@aragraph 2 before further processing.

The above shall not apply if and to the extent thatdata subject already has the information.
(Article 13 of the Regulation)

Information to be provided if personal data haverbebtained not from the data subject

If the personal data have been obtained from otthens the data subject, the controller shall
provide the data subject with the following infortioa:

the identity and contact details of the controdled, if any, the controller's representative;
the contact details of the Data Protection Offidesiny;

the purpose of the planned processing of persoat dnd the legal basis for the
processing;

the categories of personal data concerned,;

the recipients of the personal data and the categjof recipients, if any;

where applicable, the fact that the controller nadte to transfer personal data to a third
country or an international organization, and tkistence or absence of a Commission
decision on adequacy, or in the case of data tr@sgmn as per Articles 46, 47 or second
subsection of 49 (1) of the Regulation, the indaratof the appropriate and suitable
guarantees and a reference to the means of olganiobtaining a copy thereof.

In addition to the information referred to in theeyious point, the controller shall provide the
data subject with the following additional infornmat necessary to ensure fair and transparent
data processing for the data subject:

the duration of the storage of personal data othig is not possible, the criteria for
determining this period,;

if the processing is based on Article 6 (1) (f)tloé¢ Regulation (legitimate interest), the
legitimate interests of the controller or of a dhiarty;

the data subject's right to request from the cdietraccess to, rectification, erasure or
restriction of the processing of personal data eamog him or her and to object to the
processing of personal data, as well as the dajed!s right to data portability;

the right to withdraw consent at any time in theecaf data processing based on Article 6
(1) (a) (consent of the data subject) or Articl@p(a) (consent of the data subject) of the
Regulation, which does not affect the lawfulnesthefdata processing carried out on the
basis of the consent prior to the withdrawal;

e) the right to submit a complaint with a supergsauthority;

(f) the source of the personal data and, whereicgipé, whether the data come from
publicly available sources; and
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* (g) the fact of automated decision-making, inclgdamofiling, as referred to in Article 22
(1) and (4) of the Regulation (if it s performedhd at least in such cases, understandable
information on the logic used and the significarfesuch data processing and the
expected consequences on the data subject. .

The data controller shall provide the informati@e@rding to the previous points as follows:

» taking into account the specific circumstancedefgrocessing of personal data, within a
reasonable time from the receipt of the persont, daut no later than one month;

» if the personal data are used for the purpose wfacting the data subject, at least at the
time of the first contact with the data subject;

» if the data is expected to be communicated to amatbcipient, at the latest when the
personal data are first communicated.

If the controller intends to carry out further pessing of personal data for a purpose other than
that for which they were obtained, it shall infotihe data subject of this different purpose and of
any relevant additional information referred t@mint 2 before further processing.

The preceding paragraphs shall not apply if antiécextent that:

* the data subject already has the information;

» the provision of such information proves impossittenvould require a disproportionate
effort, in particular for data processing for thegoses of archiving in the public interest,
scientific and historical research or statistieajsct to the conditions and guarantees of
Article 89 (1) of the Regulation, or where the ghblion referred to in paragraph 1 of this
Article is likely to make it impossible or serioysieopardize the achievement of the
purposes of such processing. In such cases, thmbtenshall take appropriate measures,
including making the information publicly availabl® protect the rights, freedoms and
legitimate interests of the data subject;

» the acquisition or disclosure of the data is exjficequired by the applicable EU or
Member State law, which provides for appropriateasuees to protect the legitimate
interests of the data subject; obsession

» personal data must remain confidential under angatibn of professional secrecy
imposed by EU or Member State law, including a legjaligation of confidentiality.
(Article 14 of the Regulation)

Right of access by the data subject

The data subject has the right to receive feedlback the Data Controller as to whether the
processing of his / her personal data is in pragaesl, if such data processing is in progress, he /
she has the right to access the personal daténarfdlbowing information:

* the purposes of data management;
» the categories of personal data concerned,
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» the recipients or categories of recipients to whammwith whom the personal data have
been or will be communicated, including in partaoulthird country recipients or
international organizations;

» where applicable, the intended period of storag¢hefpersonal data or, if this is not
possible, the criteria for determining this period;

» the data subject's right to request the Data Chetrto rectify, delete or restrict the
processing of personal data concerning him or hera object to the processing of such
personal data;

» the right to submit a complaint with a supervisatghority;

» if the data were not collected from the data subjalt available information on their
source;

» the fact of the automated decision-making refetaedh Article 22 (1) and (4) of the
Regulation (if it is performed), including profip and, at least in these cases,
comprehensible information on the logic used and #ignificance of such data
processing and the expected consequences on theutgect.

Where personal data are transferred to a thirdtcpon to an international organization, the data
subject is entitled to be informed of the appragriguarantees for the transfer in accordance
with Article 46 of the Regulation.

The Data Controller shall provide the data subyeith a copy of the personal data. The Data
Controller may charge a reasonable fee based onnmirative costs for additional copies
requested by the data subject. If the data sulbj@stsubmitted the request electronically, the
information shall be provided in a widely used @&iecic format, unless the data subject requests
otherwise. The right to request a copy must noteexbly affect the rights and freedoms of
others. (Article 15 of the Regulation)

Right to erasure ("right to be forgetten")

The data subject has the right to obtain from tbetroller the erasure of personal data
concerning him / her without undue delay at hisr/trequest, and the data controller is obliged to
erase the personal data concerning the data swhighctut undue delay if one of the following
grounds applies:

» personal data are no longer required for the pergos which they were collected or
otherwise processed;

» the data subject withdraws his or her consent uAd@sle 6 (1) (a) or Article 9 (2) (a) of
the Regulation and there is no other legal basithi®processing;

» the data subject objects to the processing purdaahtticle 21 (1) of the Regulation and
there is no overriding legitimate reason to prodassdata, or the data subject objects to
the processing pursuant to Article 21 (2);

* personal data has been processed unlawfully;

» personal data must be erased in order to fulfidgal obligation under EU or Member
State law applicable to the Data Controller;

» personal data have been collected in connectidm tivé provision of information society
services referred to in Article 8 (1) of the Regjialia.
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Where the Data Controller has disclosed person@ dad is required to erase it pursuant to
paragraph 1 above, it shall take reasonable stapkiding technical measures, taking into
account the available technology and the cost ptementation, to inform the Data Controllers
that the the data subject has requested them étedible links to the personal data in question or
a copy or duplicate of that personal data.

The above points do not apply if data managemenesired:

* to exercise the right to freedom of expressioniaf@mation;

» for compliance with a legal obligation which reagsirprocessing by Union or Member
State law to which the controller is subject orttoe performance of a task carried out in
the public interest or in the exercise of offiaaithority vested in the controller;

» for reasons of public interest in the area of pubkalth in accordance with points (h) and
(i) of Article 9(2) as well as Article 9(3);

» for archiving purposes in the public interest, stifec or historical research purposes or
statistical purposes in accordance with Article1§9( so far as the right referred to in
paragraph 1 is likely to render impossible or sesip impair the achievement of the
objectives of that processing.

Right to restrict data processing

The data subject has the right to obtain from tharoller restriction of processing if any of the
following is met:

» the data subject disputes the accuracy of the parstata, in which case the restriction
applies to the period of time that allows the D@tatroller to verify the accuracy of the
personal data;

» the processing is unlawful and the data subjecosgpthe erasure of the data and instead
requests that their use be restricted,

» the Data Controller no longer needs the personal fda the purpose of data processing,
but the data subject requests them in order to gubnforce or protect legal claims; or

» the data subject has objected to the processimgdardance with Article 21 (1) of the
Regulation; in this case, the restriction shalllpgpr the period until it is determined
whether the legitimate reasons of the Data Comirddlke precedence over the legitimate
reasons of the data subject

Where processing has been restricted under patadraguch personal data shall, with the
exception of storage, only be processed with tha slabject's consent or for the establishment,
exercise or defence of legal claims or for the guetion of the rights of another natural or legal
person or for reasons of important public intecgshe Union or of a Member State.

A data subject who has obtained restriction of @ssing pursuant to paragraph 1 shall be
informed by the controller before the restrictidrpoocessing is lifted. (Article 18.)
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Right to data portability

The data subject shall have the right to receivesgreal data concerning him or her made
available to a Data Controller in a structured, ownly used machine-readable format and to
transfer such data to another Data Controller withmeing hindered by the Data Controller
whose provided personal data if:

» the processing is based on a consent under ARi¢lE) (a) or Article 9 (2) (a) of the
Regulation or a contract under Article 6 (1) ()da
» data management is automated.

In exercising the right to data portability undeim 1, the data subject shall have the right, if
technically feasible, to request the direct tranefegersonal data between Data Controllers.

The exercise of this right shall be without pregadio Article 17 of the Regulation. That right
shall not apply where the processing is necessarthé performance of a task carried out in the
public interest or in the exercise of public auityovested in the Data Controller.

The right referred to in paragraph 1 shall not asllg affect the rights and freedoms of others.
(Article 20 of the Regulation)

Right to object

The data subject shall have the right to object,gomunds relating to his or her particular
situation, at any time to processing of person&h @ancerning him or her which is based on
point (e, data processing is necessary for thepadnce of a task in the public interest or in the
exercise of a public authority conferred on theaD@&bntroller) or (f, the data processing is
necessary to enforce the legitimate interests efDhta Controller or a third party) of Article
6(1), including profiling based on those provisiofitie controller shall no longer process the
personal data unless the controller demonstrateapeliing legitimate grounds for the
processing which override the interests, rights fieeédoms of the data subject or for the
establishment, exercise or defence of legal claims.

Where personal data are processed for the purgaBesot business acquisition, the data subject
shall have the right to object at any time to thecpssing of personal data concerning him for
that purpose, including profiling, in so far asdlates to direct business acquisition.

If the data subject objects to the processing e$qreal data for the purpose of direct business
acquisition, the personal data may no longer begased for this purpose.

The right referred to in the preceding points shelkexpressly brought to the attention of the data
subject at the latest at the time of first contaad shall be displayed clearly and separately from
all other information.

In connection with the use of information sociegrwces and by way of derogation from
Directive 2002/58 / EC, the data subject may alser@se the right to object by automated
means based on technical specifications.
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Where personal data are processed for scientifich@storical research or statistical purposes in
accordance with Article 89 (1) of the Regulatidre tlata subject shall have the right to object to
the processing of personal data concerning hineooh grounds relating to his or her situation,
unless data management is necessary for the penicenof a task performed in the public

interest. (Article 21 of the Regulation)

Automated individual decision-making, including filiag

The data subject shall have the right not to beeeV by a decision based solely on automated
data processing, including profiling, which wouldvie legal effects on him or her or would be
similarly significant.

The preceding point shall not apply if the decision

* necessary for the conclusion or performance ofrdract between the data subject and
the Data Controller;

* is made possible by EU or Member State law appkcat the Data Controller, which
also lays down appropriate measures to protectigis and freedoms and legitimate
interests of the data subject; obsession

* is based on the express consent of the data subject

In the cases referred to in the first and last {gof the previous point, the Data Controller shall
take appropriate measures to protect the right®dims and legitimate interests of the data
subject, including at least the data subject'strighrequest human intervention, express his or
her views and object to the decision.

The decisions referred to in the second subparhgray not be based on the specific categories
of personal data referred to in Article 9 (1) oé tRegulation, except where Article 9 (2) (a) or
(g) applies and the rights, freedoms and legitinmatierests of the data subject and appropriate
measures have been taken to protect the intere@sticle 22 of the Regulation)

Restrictions

Union or Member State law to which the data cotdgrabr processor is subject may restrict by
way of a legislative measure the scope of the abbgs and rights provided for in Articles 12 to
22 and Article 34 of the Regulation, as well asidet5 of the Regulation in so far as its
provisions correspond to the rights and obligatipnsvided for in Articles 12 to 22 of the
Regulation, when such a restriction respects teeree of the fundamental rights and freedoms
and is a necessary and proportionate measureé@maatatic society to safeguard:

* national security,

» defence,

* public security,

» the prevention, investigation, detection or prosiecu of criminal offences or the
execution of criminal penalties, including the safarding against and the prevention of
threats to public security,
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other important objectives of general public ins¢ref the Union or of a Member State,
in particular an important economic or financialerest of the Union or of a Member
State, including monetary, budgetary and taxatiomadters, public health and social
security,

the protection of judicial independence and judipraceedings,

the prevention, investigation, detection and prosen of breaches of ethics for
regulated professions;

a monitoring, inspection or regulatory function nented, even occasionally, to the
exercise of official authority in the cases refdrte in the first, fith and seventh points,
the protection of the data subject or the rights faeedoms of others;

the enforcement of civil law claims.

The legislative measures referred to in the fitdiparagraph shall, where appropriate, include
detailed provisions on at least:

the purposes of the processing or categories aessing

the categories of personal data,

the scope of the restrictions introduced,

the safeguards to prevent abuse or unlawful acresansfer,

the specification of the controller or categoriésantrollers;

the storage periods and the applicable safeguakiisgtinto account the nature, scope
and purposes of the processing or categories oepsing,,

the risks to the rights and freedoms of data st&jend

the right of data subjects to be informed about téstriction, unless that may be
prejudicial to the purpose of the restriction. (8et23 of the Regulation).

Communication of a personal data breach to thesidipect

When the personal data breach is likely to resula ihigh risk to the rights and freedoms of
natural persons, the controller shall communichte gersonal data breach to the data subject
without undue delay.

The communication to the data subject referrech fparagraph 1 of this Article shall describe in
clear and plain language the nature of the persdagh breach and contain at least the
information and measures referred to in points(@)and (d) of Article 33(3).

The communication to the data subject referrechtparagraph 1 shall not be required if any of
the following conditions are met:

the controller has implemented appropriate tectinaal organisational protection
measures, and those measures were applied to rsenpedata affected by the personal
data breach, in particular those that render tlisgpal data unintelligible to any person
who is not authorised to access it, such as erionypt

the controller has taken subsequent measures whilre that the high risk to the rights
and freedoms of data subjects referred to in papdgt is no longer likely to materialise;
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» it would involve disproportionate effort. In suchcase, there shall instead be a public
communication or similar measure whereby the dalgests are informed in an equally
effective manner.

If the controller has not already communicated ghesonal data breach to the data subject, the
supervisory authority, having considered the liketid of the personal data breach resulting in a
high risk, may require it to do so or may decidattany of the conditions referred to in
paragraph 3 are met. (section 34 of the Regulation)

Right to lodge a complaint with a supervisory auiiyo

Without prejudice to any other administrative odigial remedy, every data subject shall have
the right to lodge a complaint with a supervisomgharity, in particular in the Member State of

his or her habitual residence, place of work orcglaf the alleged infringement if the data
subject considers that the processing of persoat celating to him or her infringes this

Regulation.

The supervisory authority with which the complainds been lodged shall inform the
complainant on the progress and the outcome ofctimeplaint including the possibility of a
judicial remedy pursuant to Article 78. (sectiohaf the Regulation)

Right to an effective judicial remedy against aesusory authority

Without prejudice to any other administrative omgodicial remedy, each natural or legal
person shall have the right to an effective judictanedy against a legally binding decision of a
supervisory authority concerning them.

Without prejudice to any other administrative om#odicial remedy, each data subject shall
have the right to a an effective judicial remedyeweh the supervisory authority which is
competent pursuant to Articles 55 and 56 does aatlle a complaint or does not inform the
data subject within three months on the progressitbtome of the complaint lodged pursuant to
Article 77.

Proceedings against a supervisory authority shalbiought before the courts of the Member
State where the supervisory authority is estabdishe

Where proceedings are brought against a decisiansapervisory authority which was preceded
by an opinion or a decision of the Board in thesistency mechanism, the supervisory authority
shall forward that opinion or decision to the cosection 87 of the Regulation)

Right to an effective judicial remedy against atcolfer or processor

Without prejudice to any available administrativenon-judicial remedy, including the right to
lodge a complaint with a supervisory authority puarst to Article 77, each data subject shall
have the right to an effective judicial remedy whé&e or she considers that his or her rights
under this Regulation have been infringed as dtrethe processing of his or her personal data
in non-compliance with this Regulation.
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Proceedings against a controller or a processdrshdrought before the courts of the Member
State where the controller or processor has arbledtmnent. Alternatively, such proceedings

may be brought before the courts of the MembereStdiere the data subject has his or her
habitual residence, unless the controller or premess a public authority of a Member State

acting in the exercise of its public powers. (satth79 of the Regulation)
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